Amazon AWS S3 CDN media server cloud

PrestaShop module

Compatibility

PrestaSh

Goal
Amazon

op 1.7.x - 8.x

AWS S3 CDN media server is PrestaShop module of PrestaShop which speeds up your online store by

transferring most of your store files to CDN and keep loading them from Amazon AWS S3 cloud. Module replaces
standard media server and provides much more flexible system of settings and file control.

Benefits

for Merchants

Benefits

admin can determine which files need to be placed in the cloud: by category (theme, modules, etc), by type,
by extension;

finely manage files that need to be loaded from server or cloud;

admin can upload any file from cloud back to the server if necessary;

admin can use AWS S3 Bucket or AWS Cloud Form;

use for FRONT-END files only without any risks for back-end functionality;

budget-reduction for store comparatively with regular hosting, high scalability, security and durability of AWS;
NEW! Option to set an automatic upload of the new images to AWS without duplicating them in PrestaShop.

for customers

Features

customer will get parallel content loading streams while opening the site, so the speed will be higher
comparatively with pure hosting-located files of the site;

security and accessibility of files, located on AWS — content will be available 100% of time even if hosting
could not respond due to high load, etc;

speed of store loading is the benefit for any customer;

NEW! Option to set an automatic upload of the new images to AWS without duplicating them in PrestaShop

admin can upload all or selected files to AWS cloud. It’s possible to determine which files need to be uploaded
there (by extension or type, etc). Admin is allowed to upload theme files to cloud, but keep modules files on
hosting, so the settings are very flexible;

admin can return any selected file from cloud so that this file will be loaded from hosting. It's possible to get
this file back to cloud anytime;

files source links in HTML code will be automatically updated according to location of the files: cloud or own
hosting. In case admin changes settings (replaces source from cloud to hosting or vice versa), source links will
be updated accordingly, so no broken images, links, etc. will occur;

NEW! Option to set an automatic upload of the new images to AWS without duplicating them in PrestaShop.



Module settings

1. “Configuration” tab

Amazon AWS connection settings:

% PrestaShop ci:  QuickAc Q. searc # Debugmode N Maintenancemode @ Viewmysore (2 @
- pdvanced Parame AWS CON Confie
Pp— AWS CDN Config [er |

SELL
GENERAI CONFIGURATION RON JOBS

& Orders

Catalog
Customers Bucket name: aws-presta-aws

Customer Service

s Access key. AKIAUZFDGIWRTPGK7MNU
IMPROVE e N I —
N Modules
L3 Design Location Europe (Frankfury) v
® Shipping
- Use Cloudfront. @ Yes O No
Payment
@ International Cloudfront ID:

e  Bucket name — your Bucket name of Amazon S3 service

e  Access key — access key of your Amazon account

e Secret key — secret key of your Amazon account

e Location — AWS server location

e Use Cloudfront — (Yes/No) use Cloudfront. All links to files in Bucket will go through Cloudfront then
e  Cloudfront ID — your Cloudfront ID

e Button Test link to AWS - button to validate data and test AWS connection

Selecting files to upload to AWS and use on the site:

% PrestaShop s::  QuickAccess ~ Q s # Debugmode A Maintenancemode @ Viewmyswore (2 @

AWS CDN Config

2 camvons AWS CDN Config e |

SELL Cloudfront ID:;
& Orders

@ Ccustomers
Synchronize Images:

all O Uncheck al
B customer Service

@ stas

IMPROVE

& Modules
3 Design
® Shipping

stashop and keep exclusively on Amazon

B Payment

@ intemational

Synchronize CSS; ® Uncheck

£ Shop Parameters.
Advanced Parameters A

Informat

Synchronize JS: ckall @ Unchecka

Advanced settings >

AWS CDN Config



e Synchronize Images — upload style files to AWS
o Product Images — all product images
o Category Images — all category images
o Manufacturer Images — images (logos) of manufacturers
o Modules Images — images of modules on the site (sliders, banners, etc.) *
e Synchronize CSS — upload style files to AWS
o Main Files CSS — core files (located in /js)
o Theme Files CSS — your Theme Files
o Modules Files CSS - ®alinbl Bawmx moaynen
e Synchronize JS — upload JavaScript files to AWS:
o Main Files JS — main files (located in /js)
o Theme Files JS —your theme JS files
o Modules Files JS —JS files for your modules

New uploaded files management:

Synchronize Images: @ Customselect (O Checkall (O Unchecka

Product Images

Delete new files from PrestaShop and keep exclusively on
No J
Amazon AWS Cloud

Category Images

Delete new

Amazon /

es from PrestaShop and keep exclusively on

Cloud

) Yes

Manufacturer Images

Delete new files from PrestaShop and keep exclusively on
Amazon AWS Cloud

) Yes

] Modules Images

(O Other Folders Images

Added a switcher to automatically delete new files from the Prestashop server after uploading to Amazon AWS S3 for
images of:

e  Products

e  (Categories

e  Manufacturers

2. “General” tab

% PrestaShop =12 QuickAccess ~ Q  searc & Debug mode Maintenance mode @ Viewmyswore (2 @
Advances eter AWS CDN Config

- osroons AWS CDN Config e |

SELL

& orders GENERAL ONFIGURATION RON JOB

& Catalog

@ customers | Upload ALL filesto53 | Upload NEW/EDITED files to S3 H

B customer Service

()= Files list

IMPROVE Files site v & Status v a AWS~va  Prestashopva  Typeva Category v = Date upload v Date editva

M Modules

v v v Qs

2 Design
W Shipping [u] v imaj a a x @
B Payment (=] e Y imag o o x o
® intemational

[m] Yes i, [+3 o x o

m] Yes m a o x o
£ Shop Parameters

[m] Yes e: o o x o

Advanced Parameters A

=] Yes e a o x @

[m] Yes im o o x @

O ve: ve: im; o a x i}

O e Ye: n: o a x o




Buttons functionality:

e Upload files to S3 — upload all files that match the settings on the Configuration tab

e Upload new/edit files — upload only files that have been created and/or modified

e Update Date Edit — check and show modification date of files to control what and where was
edited/created on server

e Delete inactive files — delete deactivated files from the cloud

e Clear bucket — clear the entire cloud

Files table taking into account the specified settings:

% PrestaShop =1z QuickAccess ~ Q searct & Debug mode Maintenance mode @ Viewmyswore (& @
P AWS CDN Config
S AWS CDN Config Help

seLL
& e GENERAL = CONFIGURATION ~ CRON JOBS

& Catalog

@ Customers Upload ALL filestoS3 |  Upload NEW/EDITED filestoS3 |  Update Date Edit ‘

B Customer service

0 sas Files st
IMPROVE Files site v Status v a Typeva Date upload v «
& Modules . . . Qs
3 Design
® Shipping O imgmg-defaurtarge. es  Yes  Yes  image ETE 1 o | & x P
B payment O img/mvi-small_defauit jog No tactur 10105120 2 a
@ Intenational
o Ye: a a +

CONFIGURE

es Y ma o o x i}
£ Shop Parameters
¥ age a [+3 [+3 x @
‘Advanced Parameters A
O im large_default jp Yes e anufactur o o x i}
(] m Yes [+ o x o
[ edium_default jpg Yes Yes Yes a a | x @
o  Files site - path to file from the root of the site
e  AWS - (YES/NO) whether AWS is used to load the file
o Type - file type (image, css, js)
e Category - category of the file (product, category, manufacturer, modules, theme, main)
e Date upload - date the file was uploaded to AWS server
e Date edit - date the file was modified on server
e Prestashop - whether the file is physically present on the Prestashop server
File management buttons:
% PrestaShop :1:  QuickAccess ~ Q. searc & Debug mode Maintenance mode @ Viewmysore (O @
Advanced Paramete AWS CDN Config
P AWS CDN Config | e |
; e GENERAL =~ CONFIGURATION ~ CRON JOBS
& Catalog
B Customer Service
L) e Files list
& Modules . . . Qs
2 Design
W Shipping O  img/m/g-defauit-large_default jpg Yes Yes Yes mage manufacturers 0/05/2023 033172023 o o x &
(=) = o e N ufacture a
@ International .
O i ault-small_default jpg No Yes Yes image manufacturers +
O in efault-small_defay Y Yes a a o o x o
O  img/m/bs-defaultdarge_default jpg Yes Yes Yes image manufacturers o o x @
mn ~ ~ - -




upload file to AWS

uploading file to server from AWS
deactivate file

activate file

@+X P

delete file from Prestashop server

Advanced settings in Configuration:

ysore (2 @

& Debug mode Maintenance mode @ View
Advanced parameters 1 AWS CON Config
- AWS CDN Config \ Help |

iy on Amazon

SELL

& Orders

& Cawlog

mages

@ customers Synchronize CSS: O Check

B Customer Senvice

O ses

MP
M Modules Synchronize JS: O Check
3 Design
& Shipping

B Payment

@ intemational

Advanced settings v
CONFIGURE File extensions Images:
£ Shop Parameters. Ipgprg
Advanced Parameters A File extensions CSS
o S5, WO, woff2; otf

File extensions JS

You can change or add file extensions that will be uploaded to the AWS server.

3. Product page:

% PrestaShop :1:  QuickAccess ~ Q Search (eg: productreference, custo # Debugmode W, Maintenance mode @ Viewmystore (2 @
o Dasnboard Hummingbird printed t-shirt e [ems

Orders
Basic settings Combinations Pricing SEO Options
Catalog
Products
Combinations @
O simple product
@ Product with combinations
Advances Combinations
(* Upload new files immediately to Amazon AWS Cloud
) Yes
Reference @
Customers
() Yes Delete new files from Prestashop and keep exclusively on Amazon AWS Cloud @
Customer Service demo_1
Stats
Summa .
e ry Price @
Modules R r - = — = -
> A B UT w o =~=~i=-H N Paragraph ~ Tax excluded Tax included
Design R
Regular fit, round neckline, short sleeves. Made of extra long staple pima cotton. & | 23500000 8| 268
Shipping
Tax rule
Payment
NAB (20%) v
International e
Advance

Description

Shop Parameters = £

5 E v = v = v @ 3 Paragraph

Categories @
Advanced Parameters Symbol of lightness and delicacy, the hummingbird evokes curiosity and joy. Studio Design’ PolyFaune collection features classic products with colorful pattems, inspired by the
traditional japanese origamis. To wear with a chino or jeans. The sublimation textile printing process provides an exceptional color rendering and a color, guaranteed overtime.

m ontine ([ u Duplicate Go to catalog ‘ l Add new product ‘ .

MORE

1-Click Upgrade



e Upload new files immediately to Amazon AWS Cloud — upload picture immediately to AWS
o Delete new files from PrestaShop and keep exclusively on Amazon AWS Cloud — delete image from
PrestaShop server after upload to AWS S3

New product page design is supported

%% PrestaShop =12 QuickAccess ~ Q search (eg: product ref # Debugmode A, Maintenance mode @ View

sore (2 @

£ Product name

A~ Dashboard iy CXD) toxexc. @D tax incl.(tax rule: 20%) (@D in stock
@ Hummingbird notebook EN v

< N Reference: demo_10
st @ productwith combinations @) oniine -
&y Orders
& Catabg Description Detalls  Combinations  Shipping Pridng  SEO  Options om=0
Products
£
| i
s
O customers © = Upload new files immediately to Amazon AWS Cloud
Bafcusonecseie © v Delete new files from Prestashop and keep exclusively on Amazon AWS Cloud @
@ sas }
Summary
IMPROVE
& Modules EN
2 Design
® s Y E-=-i=- H- Paragraph v
ipping.
B Payment 120 sheets notebook with hard cover made of recycled cardboard. 16x22cm

@ International

CONFIGURE -
Description
£ Shop Parameters

B Advanced Parameters EN UK
A B Vo= = = = v Hi~ M |0 Pparagraph v
4. Category page
3 PrestaShop e12  QuickAccess ~ | Q search (e product reference,custor & Debugmode @, Maintenance mode @ Viewmystore (2 @
Catalog > Categ

o s Edit: Clothes [er |
sew

oy Orders /alid characters: <>;=#{}

i Catalog Additional description

v [~ Paragraph v

Category cover image Upload new files immediately to Amazon AWS Cloud

@ Ccustomers ‘

B Ccustomer service Delete new files from Prestashop and keep exclusively on Amazon AWS Cloud @

M@ stas

IMPROVE

% Modules

L Design

® snipping Choose file(s) m

B payment s is the main image for your category, displayed in the category page. The category description will overlap this image and appear in

@ International
Category thumbnail

co

£ Shop Parameters.

B Advanced Parameters

MORE

1-Click Upgrade R

e Upload new files immediately to Amazon AWS Cloud — upload picture immediately to AWS
e Delete new files from PrestaShop and keep exclusively on Amazon AWS Cloud — remove image from
PrestaShop server after upload to AWS S3



5. Brand page:

% PrestaShop 2 Q Search (e.g: product ref . & Debugmode W, Maintenance mode @ Viewmystore (2 @
o Dachooard Edit: Graphic Corner | Help |
SELL Brands

@ Orders

e = = - [~ Paragraph v

Since 2010, Graphic Comner offers a large choice of quality posters, available on paper and many other formats.

Logo ) ve Upload new files immediately to Amazon AWS Cloud
@) - Delete new files from Prestashop and keep exclusively on Amazon AWS Cloud @
© customers - .-i

M@ stas

:
B Customer Service AW’

I

M Modules Choose file(s) m

I Design Upload a brand logo from your compute
Lo G Meta title .
B Payment o
@ Intemational
Meta description EN v
CONFIGURE )
L& shop Parameters alid characters:<>=
B Advanced Parameters Meta keywords - o
MORE cinth ite somethiny
1-Click Upgrade -
Enabled [ ve .

e Upload new files immediately to Amazon AWS Cloud — upload picture immediately to AWS

e Delete new files from PrestaShop and keep exclusively on Amazon AWS Cloud — remove image from
PrestaShop server after upload to AWS S3

Attention! Keep in mind that if you select the 'Yes' option, all new media files will only be stored in the Amazon
AWS Cloud and not on your PrestaShop store hosting! You must be aware of the implications of this setting and
the risk of file loss.



Setting up AWS S3

[EY

. Register at https://aws.amazon.com/
. Go to the console and in the Services menu select Storage-> S3 (https://s3.console.aws.amazon.com)

N

4L @  N.california v

f=8 Lomtamers

Customer Enablement X ible insights. Learn more or let us know what you think.

Storage

Database

X Developer Tools
AWS Backup

End User Computing AWS Backup centrally manages and automates backups across AWS services
Front-end Web & Mobile
EFS

Managed File Storage for EC2

Game Development
New AWS Console Home

Internet of Things

AWS Elastic Disaster Recovery See valuable insights for your
account and services with the
new customizable Console Home
experience. Learn more [

Media Services FSx
Fully managed third-party file systems optimized for a variety of workloads m

Migration & Transfer

Machine Learning
Scalable, cost-effective application recovery to AWS

Management & Governance

Networking & Content S3

Delivery Scalable Storage in the Cloud
Stay connected to your AWS
Quantum Technologies ) resources on-the-go

S3 Glacier
Robotics Archive Storage in the Cloud

(=) AWS Console Mobile App now supports

$ Satellite H four additional regions. Download the
Security dentity, & Storage Gateway L—J AWS Console Mobile App to your iOS or
4 b Hybrid Storage Integration Android mobile device. Learn more [

Compliance

Explore AWS

httns://us-west-1.console aws amazon.com/console/home?reaion=tis-west-1

3. Create your Bucket (Create bucket)
4. Be sure to clear the checkbox when creating Block all public access

Global v

Object Ownership
Bucket owner enforced

Block Public Access settings for this bucket

Public access is granted to buckets and objects through access control lists (ACLs), bucket policies, access point policies, or all. In order to
ensure that public access to this bucket and its objects s blocked, turn on Block all public access. These settings apply only to this bucket
and its access points. AWS recommends that you turn on Block all public access, but before applying any of these settings, ensure that your
applications will work correctly without public access. If you require some level of public access to this bucket or objects within, you can
customize the individual settings below to suit your specific storage use cases. Learn more [4

—_ Block all public access
Turning this setting on is the same as turning on all four settings below. Each of the following settings are independent of one another.

Block public access to buckets and objects granted through new access control lists (ACLs)

$3 will block public access permissions applied to newly added buckets or objects, and prevent the creation of new public access
ACLs for existing buckets and objects. This setting doesn’t change any existing permissions that allow public access to S3 resources
using ACLs.

Block public access to buckets and objects granted through any access control lists (ACLs)
S3 will ignore all ACLs that grant public access to buckets and objects.

Block public access to buckets and objects granted through new public bucket or access point policies
53 will block new bucket and access point policies that grant public access to buckets and objects. This setting doesn't change any
existing policies that allow public access to S3 resources

Block public and cross-account access to buckets and objects through any public bucket or access point
policies

53 will ignore public and cross-account access for buckets or access points with policies that grant public access to buckets and
objects.

Turning off block all public access might result in this bucket and the objects within becoming public
AWS recommends that vou turn on black all nublic access. unless nublic access is reanired for specific and


https://aws.amazon.com/
https://s3.console.aws.amazon.com/

vyundenko ¥

Amazon S3 X Amazon S3 Buckets test123-aws Edit Object Ownership

Buckets Edit Object Ownership i

Access Points
Object Lambda Access Points . .
! Object Ownership
Multi-Region Access Points Control ownership of objects written to this bucket from other AWS accounts and the use of access control lists (ACLs). Object ownership
determines who can specify access to objects.
Batch Operations

Access analyzer for S3

ACLs disabled (recommended) O ACLsenabled
All objects in this bucket are owned by this account. Objects in this bucket can be owned by other AWS
Access to this bucket and its objects is specified using accounts. Access to this bucket and its objects can be
Block Public Access settings for only policies. specified using ACLs.
this account
w Storage Lens Enabling ACLs turns off the bucket owner enforced setting for Object Ownership
pashboard Once the bucket owner enforced setting is turned off, access control lists (ACLs) and their associated
ashboards permissions are restored. Access to objects that you do not own will be based on ACLs and not the bucket
AWS Organizations settings policy.

I acknowledge that ACLs will be restored.

Feature spotlight (@)

Object Ownership

© Bucket owner preferred
If new objects written to this bucket specify the bucket-owner-full-control canned ACL, they are
owned by the bucket owner. Otherwise, they are owned by the object writer.

» AWS Marketplace for 53

Object writer

Feedback © 2022, Amazon Web Servi Privacy  Terms __ Cookie preferences

5. After creating a Bucket, please open it and go to the tab Permissions > section Cross-origin resource
sharing (CORS)

How would you rate your experience with this service console? % ¢ ¢ ¥ v X
aws % Services | Q Search for services, features, blo 2 ) < 4L @ Globaly  vyundenko ¥
Amazon S3 X ©
Cross-origin resource sharing (CORS) ‘ Edit
Buckets

The CORS configuration, written in JSON, defines a way for client web applications that are loaded in one domain to interact with resources in a different domain. Learn more [}

Access Points

Object Lambda Access Points [ ‘ Copy

Multi-Region Access Points {
) "AllowedHeaders": [],
Batch Operations “AllowedMethods": [
Access analyzer for 53 "POST",
GET",
"PUT",
"DELETE",
Block Public Access settings for "HEAD"
this account 1
"AllowedOrigins": [
w Storage Lens "https://mypresta.loc”
1
Dashboards "ExposeHeaders": []
AWS Organizations settings }

Feature spotlight °

» AWS Marketplace for S3

Feedback ; . preferences

Click the Edit button and set up CORS (JSON format):



"AllowedHeaders": [],
"AllowedMethods": [
"POST",
"GET",
"PUT",
"DELETE",
"HEAD"
1
"AllowedOrigins": [
"https://mypresta.loc"
1

"ExposeHeaders": []

Where AllowedOrigins is your site URL.

Obtaining access keys:

® L 0O Global ¥

Services | Q S

Identity and Access Your Security Credentials Account ID: 3
Management (IAM) 1

Use this page to manage the credentials for your AWS account. To manage credentials for AWS Identity and Access Management (IAM) users, use o

ccount

Dashboard To learn more about the types of AWS credentials and how they're used, see AWS Security Credentials in AWS General Reference.

Organization

v Access management

~ Password .

User groups Service Quotas

~ Multi-factor authentication (MFA)

Users Billing Dashboard
Roles v Access keys (access key ID and secret access key) <t——————— Serurity eredentials
Policies Use access keys to make programmatic calls to AWS from the AWS CLI, Tools for PowerShell, AWS SDKs, or direct AWS API calls. You can ha

Identity providers or inactive) at a time. Settings

Account settings For your protection, you should never share your secret keys with anyone. As a best practice, we recommend frequent key rotation

If you lose or forget your secret key, you cannot retrieve it. Instead, create a new access key and make the old key inactive. Learn moreg]
v Access reports

Last Used Last Used

Access analyzer Created Access Key ID Last Used N N
Region Service

Archive rules

Create New Access Key
Analyzers

Settings

Root user access keys provide unrestricted access to your entire AWS account. If you need long-term access keys, we recommend creating a new IAM user with limited
Credential report permissions and generating access keys for that user instead. Learn more

Organization activity

Service control policies » CloudFront key pairs
(SCPs)

~ X.509 certificate

A - ~ Account identifiers

Feedback g f d © 2022, Amazon Web Services, Inc. or its affiliates. Privacy Terms Cookie preferences

1) Go to Security credentials ->Acces Keys

2) Click on Create New Access Key

3) Modal window will appear with a suggestion to save the key in a CSV file. Keep this file in a safe place.
You will find Access key, Secret key in the file needed to configure the module.



Other remarks

Replacing styles and scripts URLs on the site:

Contact us English~ Currency:UAHE & signin ™ Cart (0)
mg s(ore CLOTHES ACCESSORIES ART Q Searchour catalog

[® ] | Elements Console Sources Network Performance  Memory  Application  Security Lighthouse  Recorder & Performance insights & Web Scraper

<meta property="og:url" content="https://mypresta.loc/en/">

<meta property="og:site_name" content="test aws">

<meta property="og:type" content="website">

<meta viewport" content="width=device-width, initial-scale=1">

<link 'image/vnd.microsoft.icon" href="https://mypresta.loc/img/favicon.ico21324977642">

<link rel="shortcut icon" type="image/x-icon" href="https://mypresta.loc/img/favicon.ic021324977642">

<link rel="stylesheet” href="https://test123-aws.s3.us-west-1.amazonaws.com/themes/classic/assets/css/theme.css” type="text/css" media="2ll">

<link https://test123-, 3 =1 t-1. am: om/modul blockreassurance/views/dist/front.css" type="text/css' all">

<link 'https://test123-aws.s3.us-west-1.amazonaws.com/modules/ps searchbar/ps searchbar.css" type="text/css" media="all">

<link rel=' href="https://test123-aws.s3.us-west-1 m/modul or views/css/pr css" type="text/css" media="all">

<link rel="stylesheet" hre

<link rel="stylesheet” href=

‘nttps://test123-aws.s3.us-west-1.amazonaws.com/js/;

‘https://test123-aws.s3.us-west-1.amazonaws.com/is/ig

uery/ui/themes/base/minified/]

/ui/themes/base/minified/.

in.css” type="text/css" media="all">
type="text/css" media="all">

blockwishlist/public/wishlist

media="all">

<link rel="stylesheet" href="https://test123- 3.us-uest-1.am om/modul
<link rel="stylesheet" href="https://test123- 3.us-uest-1.am om/modul
<link rel="stylesheet" href="https://mypresta.loc” type="text/css" media="all">

P <script type="text/javascript”>.</script>
P <style type:
P <style type:

»<style type=
¥ <style type
¥ <style type:
</nead>

= ¥<body id="index" class="lang-en

s imageslider/css/homeslider.css" typs

Y 3 3 1-width page tex-display " style> == 50
» <main>.</main>
src="https://test123- -west-1 themes/core.js"></script>
"https://test123-aus.s3.us-west-1 2 themes/classic/assets/js/theme.js"></script>

https://test123-aus.s3.us-west-1.amaz

‘https://test123-aus.s3.us-west-1.amazonaws . con/modules/ps ema

om/modules/blockreassurance/views/dist/front.js"></script>

ption/views/js/ps em:

></script>

<script type="text/javascript” src=
‘text/javascript” src="https://test123- —west-1

"https://test123-aus.s3.us-west-1.amazonaws . con/modules/ps facebook/views/js/front/conversion-api
om/modules/pr

s"></script>

"text/javascript” src="https://test123-aus.s3.us-west-1.amaz

om/modules/pr

views/js/jquery.rating.plugin.js"></script>

<script type="text/javascript” src="https://test123-aws.s3.us-west-1.amaz.

views/js/productListingComments.js"></script>

o/ js/3query/ui/jquery-ui.min.js"></script>

‘text/javascript” src

" src="https://test123-aws.s3.us-west-1.amaz

"https://test123-aws.s3.us-west-1.amazonaws.com/modules/blockwishlist/public/product.bundle

om/modules/ps ima

is"></script>
lider/is 1id

min.is"></script>

"nttps://test123-aus.s3.us-west-1.amazonaws.com/modules/ps imageslider/js/nomeslider.s"></script>

"nttps://test123-. -west-1.amaz: om/modules/ps searchbar/ps searchbar.js"></script>

src="https://test123-aus.s3.us-west-1.amaz om/modules/ps i t/ps t.35"></script>
<script type src="https://test123-aus.s3.us-west-1.amaz on/modules/blockwishlist/public/graphgl.is"></script>
<script type= 3 ipt" src=

<script typs src="https://mypresta.loc”></script>

<ul class="ui-autocomplete ui-front ui-menu ui-widget ui-widget-content ui-corner-all searchber-autocomplete”
</body>

</html>

himl i g-en.country- hiay Il-width page-indextax-display-enabled

"nttps://test123-aws.s3.us-west-1.amazonaws.com/modules/blockwishlist/public/vendors.js"></script>

id="ui-id-1" tabindex:

display: none;"></ul>

Replacing the url of images on the site:

[\

SAMPLE 3

EXCEPTEUR OCCAECAT
Lorem ipsum dolor sit amet, consectetur

[® (] | Elements Console Sources Network Performance  Memory  Application  Security Lighthouse ~ Recorder & Performance insights & Web Scraper
<ntml lang="en-US" data-1t-installed="true">
¥ <head>.</head>
v<body id="index" class="lang-en country-ua currency-uah layout-full-widtn page-index tax-display-enabled” style>
v <main>
¥ <header id="header">..</header>
v<section id:
» <aside id:
v<div class="container"
P <nav data-depth="1" class="breadcrumb hidden-sm-down">..</nav>
v<giv id="content-wrapper” class="js-content-wrapper”>
v<section id="main">
v<section id="content” class="page-home">
v<div id="carousel" data-ride="carousel” class="carousel slide" interval="5000" - P “hover" “true”s
» <ol class="carousel-indicators">.</ol>
v<ul class="carousel-inner” role="listbox" aria-label="Carousel container”>
carousel-item” role="option" False">.</1i>
arousel-item” role="option” aria-hidden="true">.</1i>
arousel-item active” role="option” aria-hidden="true">
“http: //ww. pre om/2utm_sourcesback-officeutn medium=v17 homeslider&utm k-office-EN&utm content: ">
v <Figure>
<img src

‘https://test123-aws.s3.us-west-1.amazonaus . com/modules/ps imageslider/images/sample-
——— e

pe" alt="sample-3" loading="lazy" width="1110" height="340">

<Figcaption class='caption”>.</figcaption>
</igure>
<fa>
</1i>
</ul>
»<div class="direction” aria-label="Carousel buttons">.</div>
</div>

P <section class="featured-products clearfix">.</section>
¥ <a class="banner" href="https://mypresta.loc/en/" title>.</a>




Hummingbird Printed T-Shirt

228:66 822.94
=, —
& formance  Memory  Application  Security
gcaption>

"Carousel buttons”>.<

"featured-products
products-sec

earfix">

us

Lighthouse

Hummingbird Printed Sweater
243.08 834.46

Recorder &

data-id-product="1" data-id-product-attribute="1">+lex

it

Ta>

product col-xs-6
product col-xs-6
p
product
-product product

col-xs-6
col-xs-6
col-xs-6

col-

duct 1
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Performance insights &

i 1lass="thumbnail product-thumbn
g" alt="Hummingbird printed t-shirt" loading="lazy

The Best Is Yet To Come’
234.80

The Adventure Begins Framed
234.80

Web Scraper

data-full-size-image-url="https://test123-aus.s3.us-west-1.amaz

com/im

Attention! Module has console command to push on AWS. You can start updating the modification date of files,
searching for new files (according to the module settings) and uploading them to the AWS cloud through the command

line by running the file:

amazonawss3cdnmediaserver/update-edit-and-new-files.php

Besides there are useful filters on module setting page to list files:

% PrestaShop :::

Quick Access w

AWS CDN Config

AWS CDN Config

A7 Dashboard

L T e ey

& Orders
& Catalog Files list
@ Customers
Files site v & Status v+ AWS v a
B customer Service
o sws v v
O img/p/siarsé-small_defauitjog Yes ves
& Modules O img/p/5/4/54-medium_default jpg Yes es
2 Design _
O  img/p/s/4/54-arge_defaultjpg Yes Yes
W Shipping
O img/p/5/4/54-home_default jpg Yes
B Payment e - Pe
@ Intemational a] Yes es
. o Yes es
£ Shop Parameters [m] 3-small_default jpg Yes es
Advanced Parameters A —
[m] medium_default jpg Yes Yes

Prestashop ¥ a Typeva
No v
No image
No image
No image
No image
No image
No image
No image
No image

products

products

prod

products

products

products

products

& Debugmode N\ Maintenancemode @ View my store

Date upload v«

Q search
10/05, 10/05/2023
10/05/2023 10/05/2023
10/05/2¢ 10/05/

10/05/2023

10/05

10/05/2023

e e e e 0000

10/05/2023

i

Help

e




CRON jobs:

Quick Access v

% PrestaShop :::

prg— AWS CDN Config

@ Orders GENERA CONFIGURATION  CRON JOBS

& Cawlog
@ customers Update And Upload Files

B Customer Service

@ stas

IMPROVE

M Modules
2 Design
® Shipping

B Payment

@ intemational

Prestashop Multishop

- Physical URL: supports
- Virtual URL: supports

Each store needs to set its own settings.

Installation

& Debug mode

©  Recommended settings for cron: 0.0 * * * /home/u544166865/doma
ins/softsprint2.pp.ua/public_html/ps18_aws/modules/amazonawss3c
r ntr pdate-edit-and- files.php

Maintenance mode €@ View my store

- Upload the module through the Backoffice (Modules > Add New Module) or using FTP client

- Hit Install it and enter the configuration

Demonstration video

https://youtu.be/E2HvnZblpfE
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https://youtu.be/E2HvnZbIpfE

